
International Security Cyber Issues Workshop Series 

Enhancing International Cyber Stability: Regional Approaches 

Tuesday, 27 February 2018 

Organization of American States, Washington DC 

9:00-9:30 Registration 

9:30-9:40 Welcome 

9:40-10:10 Opening Remarks 

Alison August-Treppel, Executive Secretary, Inter-American Committee against 

Terrorism (CICTE), Organization of American States 

10:10-12:00 The Global Cyber Environment: Risk, Crime, Governance and State Behavior 

Matthew Noyes, Cyber Policy and Strategy Director, U.S. Secret Service 

Silvino Schlickmann Jr., Director, Cybercrime Directorate, INTERPOL Global  

Complex for Innovation 

Moderator: Kerstin Vignard, Chief of Operations and Deputy to the Director, 

UN Institute for Disarmament Research 

12:00-13:30 Lunch Break 

13:30-15:00 How Norms Build Confidence and Stability 

Jorge Bejarano, CEO & Founder, Tech & Law Abogados Ingenieros 

Consultores 

Michael Walma, Cyber Foreign Policy Coordinator, Ministry of Foreign Affairs 

Canada 

Angela McKay, Senior Director, Cybersecurity Policy and Strategy, Microsoft  

Moderator: Camino Kavanagh, Visiting Fellow, Department of War Studies, King’s 

College London 

15:00-15:20 Universalizing the GGE recommendations The UN’s e-learning Initiative 

Gillian Goh, Political Affairs Officer, UN Office of Disarmament Affairs 

15:20-17:00 The Future of International Cybersecurity Negotiations 

Karsten Geier, Head of Cyber Policy Coordination Staff, Federal Foreign Office, 

Germany 

Carmen Gonsalves, Head International Cyber Policy, Ministry of Foreign Affairs, The 

Netherlands 

Gillian Goh, Political Affairs Officer, UN Office of Disarmament Affairs 

G. Isaac Morales Tenorio, Head of Multidimensional Security, Ministry of

Foreign Affairs of Mexico 

Moderator: James A. Lewis, Center for Strategic and International Studies 

17:00 Closing Remarks 


